**Firmy si zvykají na BYOD.Tomutotrendu však musípřizpůsobit isvé bezpečnostní řešení a správu mobilních zařízení**

**Praha, 12. března 2013** – Svět se mění a firmy s ním. I společnosti, které si ještě do nedávna myslely, že udrží bezpečnost firemních dokumentů trváním na stávající strategiivybavování zaměstnanců pouze firemními BlackBerry telefony, pomalu ustupují. „Tlak zaměstnanců na liberalizaci vybavení je takový, že nejde přehlížet, a proto se v korporacích i menších firmách stále více pracuje na chytrých telefonech s Androidem nebo třeba na iPadech. Nutným důsledkem je potřeba řešení pro správu mobilních zařízení – takzvaného MDM (Mobile Device Management),“ říká Ondřej Kubeček ze společnosti System4u, která taková řešení firmám na míru dodává a implementuje.

Trend posledních několika let je označován anglickou zkratkou BYOD (BringYourOwnDevice) a znamená, že stále více zaměstnanců využívá při práci alespoň někdy svůj soukromý tablet nebo smartphone.„Zaměstnanci díky možnosti vzdáleného přístupu, řeší svou práci v nočních hodinách z domova, o víkendu nebo třeba o dovolené na horách. K tomu jim dobře poslouží právě smartphone nebo tablet,“ potvrzuje Jan Dvořák, výkonný ředitel Počítačové školy Gopas. Konkrétně až 91 % zaměstnanců v regionu EMEA použije soukromé zařízení k pracovním účelům. Ale i naopak - pracovní zařízení zaměstnanci někdy použijí pro soukromé účely. Obojí znamená reálné nebezpečí pro citlivá firemní data a tato skutečnost vyžaduje řešení.

Tento technologický fenomén přinesl nepopiratelný nárůst efektivity práce, ale také problém se zabezpečením těžko kontrolovatelných nefiremních mobilních zařízení. „Ze zkušenosti víme, že zařízení jakéhokoli zaměstnance je většinou zabezpečeno hůře, než je vnitrofiremní standard. A kontrola míry zabezpečení soukromých zařízení je téměř nemožná,“ hodnotí situaci Kubeček ze System4u.

„Obracejí se na nás firmy, které na tyto problémy narážejí, a my jsme schopni s nimi situaci řešit. Provedeme firemní audit a navrhneme nejlepší řešení správy mobilních zařízení, které pak implementujeme,“ říká Ondřej Kubeček.Špičkové nástroje pro MDM přinášejí například bezpečnou správu připojených zařízení a uživatelů, nastavení zabezpečení všech zařízení, možnost vzdáleného zamknutí nebo jeho úplného či selektivního vymazání například při jeho zcizení, automatické nastavení poštovního účtu a mnoho dalších služeb včetně lokace zařízení. Bezpečnostní jistotu pro celou firmu zase znamená funkce zablokování přístupu zařízení na poštovní účet a k dalším firemním datům v případě porušení bezpečnostních pravidel.

„Žhavou novinkou na trhu je nyní MDM řešení BlackBerryEnterprise Service 10, které reflektuje všechny aktuální požadavky firem. BlackBerrypředstavila produkt správy zařízení se zcela novou filosofií. Klíčové je, že je sofistikovaně propracovaný, uživatelsky pohodlný a zejména multiplatformní, takže pohodlně zvládá bezpečně spravovat firemní Androidy, Apply i BlackBerry,“ uzavírá Ondřej Kubeček, System4u.

**Kontakt pro média: Petr Jarkovský, 774 225 152, petr.jarkovsky@aspen.pr**